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*** Start of 1st Change ***
[bookmark: _Toc42174459][bookmark: _Toc42175469][bookmark: _Toc42176937][bookmark: _Toc91002414]5.1.1.2	SEAL-X2
The SEAL-X2 reference point enables the group management server to interact with the location management server as defined in 3GPP TS 23.434 [2]. The SEAL-X2 shall be protected using HTTPS as defined in [3], [4] and [5] when using HTTP. The profile for TLS implementation and usage shall follow the provisions given in 3GPP TS 33.310 [6], annex E.
When using CoAP [18], the IM-UU between the Identity Management client and the Identity management server shall be protected as defined in [19] (e.g., DTLS, TLS or OSCORE) with the additional security enhancements specified in [22]. When (D)TLS is used with CoAP, the (D)TLS and certificate profiling shall follow TS 33.210 [14] and TS 33.310 [6]. When OSCORE is used with CoAP, the mandatory to implement provisions given by RFC 8613 [23] shall be followed.
*** End of 1st Change ***
*** Start of 2nd Change ***
[bookmark: _Toc42174460][bookmark: _Toc42175470][bookmark: _Toc42176938][bookmark: _Toc91002415]5.1.1.3	IM-UU
IM-UU reference point is used between the identity management client and the identity management server. The IM-UU between the Identity Management client and the Identity management server shall be protected using HTTPS as defined in [3], [4] and [5]. The profile for TLS implementation and usage shall follow the provisions given in 3GPP TS 33.310 [6], annex E. The security mechanism of SEAL-UU shall also be used for IM-UU.
The security established between the identity management server and the identity management client should be end-to-end. When this is not possible, then all sensitive material transferred between the identity management server and identity management client should be end-to-end protected with a mechanism that is out of scope of this specification.


*** End of 2nd Change ***
*** Start of 3rd Change ***
[bookmark: _Toc91002424]5.1.2.2	Security for LWP interfaces
Security mechanisms to be used to secure the LWP interfaces depend on the realization of the interfaces. The Annex BY in this specification defines security mechanism for the realizations of LWP defined in Annex C of TS 23.434 [2]. 
*** End of 3rd Change ***
*** Start of 4th Change ***
[bookmark: _Toc91002438]5.5	Authentication and authorization of devices over LWP interfaces
Authentication and authorization mechanism for devices over LWP interfaces depends on the application protocol. The Annex BY in this specification defines authentication and authorization procedures for the realizations of application protocols defined in Annex C of TS 23.434 [2].
*** End of 4th Change ***
